

|  |
| --- |
| **POSTE : EXPERT EN AUDIT ET SYSTEME** |
| Brian Nnoundoh Mpafe, (MSc,MCSE,MCSA,MCTS,OCA) - 10 ans d’expériences  |

|  |
| --- |
| INFORMATIONS SUR LE CANDIDAT |
| Nom du candidat  | Brian Nnoundoh Mpafe, |
| Qualifications professionnelles  | **Chef de projet**  |
| Années d’expériences | **08 ans** |
| Niveau d’études | **BAC + 5** |
| Date de naissance - Nationalité  | **20 avril 1982 - Camerounaise** |

|  |
| --- |
| EMPLOI ACTUEL |
| Nom de l’employeur  | **AFREETECH** |
| Titre/Fonction du candidat  | **Consultant–Ingénieur Audit et réseaux**  |
| Expériences avec l’employeur | **05 ans** |
| Téléphone. - Télex - Fax | +237 242 68 56 77 - infos@afreetech.com |
| Adresse de l’employeur | 93, Rue Paul Bellamy 44000 Nantes / Nouvelle route bastos BP 35107 Yaoundé |

|  |
| --- |
| FORMATIONS ET DIPLOMES |
| Année | **Titre** | **Lieu** |
| 2015 | Certificat D'études Supérieures, Gestion De La Cyber ​​Sécurité,  | **Université Charles Sturt, Australie** |
| 2013 | Master universitaire en capacité de gestion de l'information, Cranfield University,  | **Royaume-Uni,.** |
| 2008 | Master en système d’information (HND Computer Network Engineering), Institut national des technologies de l’information. | **Ghana** |
| 2005 | Diplôme de technicien supérieur, Génie logiciel, British Engineering Council,  | **British Engineering Council,** |

**CERTIFICATIONS**

|  |  |  |
| --- | --- | --- |
| * certificate of achievement : cybersecurity management
* MCSA: Messaging (Exchange Server)
* MCSA: Server Administrator
* Microsoft Certified Systems Engineer (MCSE)
 | * MS: Providing Licensing to Large Organisations
* MCP: SQL Server 2012
* MCSA: Windows Server 2012
* MCTS: Windows Vista
 | * OCA: Oracle Certified Associate
* AED: Project Management
* SSE: Symantec Sales Expert
* Microsoft Certified Professional (MCP)
 |

|  |
| --- |
| **COMPETENCES METIERS** |
| Leadership d'équipe* Infrastructures mondiales
* Directeur des opérations
* Gestion de projet
* Contrôle de la qualité
* LAN / WAN / VPN

 Gestion des serveurs virtuels* Services Terminal
* Analyse des besoins
* Solution et architecture d'application
* SDLC
* Intégrationdesystèmes
* Expert en cyber sécurité cyber terrorisme
* Gestion des contenus
* Infrastructure de réseau
* Gestion des configurations
* Innovation des conceptions
* Connaissance des méthodes d’évaluation des risques (EBIOS, MEHARI, OCTAVE), système de management de la sécurité de l’information (Famille ISO 27000).
* Expertise réseaux et sécurité
 |

|  |
| --- |
| COMPETENCE LINGUISTIQUE |
| Français *(Lu, parlé, écrit)* : EXCELLENT | **Anglais** *(lu, parle, écrit)* : **EXCELLENT** |

|  |
| --- |
| CONNAISSANCE INFORMATIQUE / EXPERTISES TECHNIQUES |
| Fedora 8 ⬩ CentOS ⬩ Ubuntu ⬩ RedHat ⬩ Oracle Linux ⬩ Nessus ⬩ ArcSight ⬩ MS Project ⬩ VMWare ESX/ESXi ⬩ Windows Servers 2003 – 2012 R2 ⬩ AD ⬩ MS SQL Server ⬩ Exchange Server ⬩ SharePoint Server ⬩ Hyper-V ⬩ Apache ⬩ TACACs+ ⬩ DNS ⬩ WINS ⬩ DHCP ⬩ TCP/IP ⬩ SNMP ⬩ SMTP ⬩ VPN ⬩ FTP ⬩ HTTPS ⬩ RIP ⬩ NAT ⬩ PAT |

|  |
| --- |
| DESCRIPTION DU PROFIL |
| Professionnel hautement qualifie, chevronné et certifié, doté d'une solide formation et de connaissances techniques ainsi que d'une expérience pratique de la conception, de la mise en œuvre, de la prise en charge et de la gestion de systèmes de moyenne gamme a plusieurs niveaux; expert reconnu possédant 8 certifications Microsoft, *et une certification d’étude supérieure en* *cyber sécurité* y compris MCSE, 2MCSA, 2MCPS, MCTS, MS & MCP; un ingénieur système exemplaire, doté d'une solide compréhension des infrastructures de réseau, des systèmes de réseau, des tests de matériel et de logiciel, et capable de travailler correctement dans des environnements au rythme rapide, nécessitant un esprit critique et de solides compétences en résolutionde problèmes; un partenaire de confiance, un analyste inter fonctionnel et un excellent communicateur, verbal et écrit. |

|  |
| --- |
| EXPERIENCE PROFESSIONNELLE |

|  |  |
| --- | --- |
| AFREETECH - *Depuis 2018* | DOMAINE D’ACTIVITÉS : TIC, IT, INFORMATQUEWWW.AFREETECH.COM (FRANCE / CAMEROUN / GUINEE) |
| *Fonction* | Consultant–audit et système  |
| *Contexte/Projet* | SSII |
| *Nombre de personnes* | 30 |
| *Client* | Banques et Assurances, Administrations (Ministères, Laboratoires, Mairies), Universités, Industries, Logistiques et transports… |
| *Missions* | * Gestion des projets internes et externe
* Assister des équipes de développement à la modélisation des composantes
* Développement d’application web en interne
* Installation et configuration des serveurs.
* Participation aux projets spécifiques
* Mise en œuvre et intégration des logiciels
 |
| *Environnement Technique* | VbScript PHP, Code igniter, Windows et Windows 2003 Server / Windows XP / BMC Patrol Suite Windows XP Pro/ /Cisco CAR / Cisco Switching/DYNHA, DYNMN / Mobile IP (V4) / WIFI, Microsoft System Center, SQL Server, VMWare. |

|  |  |
| --- | --- |
| SAVANNAH OIL - *Depuis Juillet 2017* | DOMAINE D’ACTIVITES : ERP |
| *Fonction* | Expert audit  |
| *Contexte/Projet* | Etude et Déploiement d’un progiciel de gestion (ODOO – ERP)  |
| *Nombre de personnes* | 6 |
| *Client* | Projet externe |
| *Missions* | * Audit des processus métier
* Acquisition de l’ERP
* Mise en place des modules Comptabilité, Finance, Vente, Ressources Humaines et Paie
* Installation et déploiement
 |

|  |  |
| --- | --- |
| ENAM- *Février 2017- Juin 2017* | DOMAINE D’ACTIVITES : Système D’INFORMATION INTEGRE |
| *Fonction* | Expert audit  |
| *Contexte/Projet* | Fourniture d’un système d’information intégré assurant de façon centralisée un système de sécurité du campus et des hommes, une plateforme web de services de gestion et de communication à l’ENAM |
| *Nombre de personnes* | 04 |
| *Client* | Projet externe |
| *Missions* | * Audit de l’existant
* Développement de la base de données
* Vérifier la cohérence de la complétude et la correction des données relative à la plateforme web,
* Installation et Déploiement
 |

|  |  |
| --- | --- |
| EXPERTS AIC, Novembre 2018 a NOS JOURS | DOMAINE D’ACTIVITES : INGENIERIE LOGICIELLE-RESEAU  |
| *Fonction* | Senior Manager |
| *Nombre de personnes* | 25 |
| *Client* | Projet externe |
| *Missions* | * Augmenter l'efficacité de la direction en recrutant, en sélectionnant, en orientant, en formant, en accompagnant, en conseillant et en disciplinant les gestionnaires; communiquer des valeurs, des stratégies et des objectifs; attribuer des responsabilités; planifier, surveiller et évaluer les résultats des travaux; développer des incitations; créer un climat propice à l’information et aux opinions; fournir des possibilités d'éducation.
* Développer un plan stratégique en étudiant les opportunités technologiques et financières; présenter des hypothèses; recommander des objectifs.

 * Atteindre les objectifs subsidiaires en établissant des plans, des budgets et des mesures de résultats; allouer des ressources; examiner les progrès; faire des corrections à mi-parcours.
* Coordonner les efforts en établissant des politiques et des pratiques en matière d'approvisionnement, de production, de marketing, de services sur le terrain et techniques; coordonner les actions avec le personnel de l'entreprise.

 * Bâtit l'image de l'entreprise en collaborant avec les clients, le gouvernement, les organisations communautaires et les employés; faire respecter les pratiques commerciales éthiques.
* Maintenir un service de qualité en établissant et en appliquant les normes de l'organisation.
* Maintenir ses connaissances professionnelles et techniques en participant à des ateliers pédagogiques; examiner des publications professionnelles; établir des réseaux personnels; l'analyse comparative des pratiques de pointe; participer à des sociétés professionnelles.
* Contribuez aux efforts de l’équipe en obtenant les résultats correspondants, au besoin.
 |

|  |  |
| --- | --- |
| SOCITECH GROUPE- 2017 - 2018 | DOMAINE D’ACTIVITES : INGENIERIE LOGICIELLE-RESEAU  |
| *Fonction* | Responsable informatique / chef de projet / auditeur |
| *Nombre de personnes* | 25 |
| *Missions* | * Audit technique de déploiement d’une architecture WIFI
* Tests d’intrusion sur systèmes d’information.
* Audits de sécurité et revue de configuration
* Diriger et gérer de manière experte des projets soutenant le développement de logiciels, l'ingénierie de systèmes, l'infrastructure de réseau et la recherche de services de technologies émergentes prenant en charge des clients internes et externes au sein de l'unité business.
* Maintenir le personnel (9) en recrutant, en sélectionnant, en orientant et en formant les employés sur les aspects liés à la sécurité du parc informatique et la cyber sécurité.
* Maintenir un environnement de travail sûr et sécurisé;
* Maintenir l'efficacité et l'efficience de l'organisation en définissant, en exécutant et en appuyant des plans stratégiques pour la mise en œuvre des technologies de l'information.
* Vérifier les résultats des applications en réalisant des audits système des technologies mises en œuvre.
* Préserver les actifs en mettant en œuvre des procédures de reprise après sinistre et de sauvegarde ainsi que des structures de contrôle et de sécurité des informations.
* Recommander des stratégies, des politiques et des procédures en matière de technologie de l'information en évaluant les résultats de l'organisation; identifier les problèmes; évaluer les tendances; anticiper les besoins.
* Maintenir ses connaissances professionnelles et techniques en participant à des ateliers pédagogiques; examiner des publications professionnelles; établir des réseaux personnels; l'analyse comparative des pratiques de pointe;
 |

|  |  |
| --- | --- |
| SOCITECH GROUPE- 2017 - 2018 | DOMAINE D’ACTIVITES : CYBER SECURITE/RESEAU/AUDIT |
| *Fonction* | Expert réseau  |
| *Contexte/Projet* | Audit des systèmes d’information et mise en place d’une cartographie de gestion des risques à **SOCITECH GROUPE** |
| *Nombre de personnes* | 05 |
| *Client* | Projet externe |
| *Missions* | * Audits de sécurité et évaluations de systèmes de management de la sécurité des SI
* Diagnostique et conception de schémas directeurs
* Assistance à la mise en place et évaluation de processus de gestion des identités et des accès.
* Revue de paramétrages techniques systèmes et applicatifs
* Diagnostic de fonction de support utilisateur Diagnostic de l’existant
* Evaluation des risques liés à des malversations d’individu et des installations défaillantes ;
* Déterminer les défaillances du système et les impacts sur sa rentabilité
* Dresser une cartographie détaillée des processus fonctionnel et applicatifs de la structure.
* Mener des tests d’intrusion
* Support technique et fonctionnel
 |

|  |  |
| --- | --- |
| SOCITECH GROUPE- 2015 - 2017 | DOMAINE D’ACTIVITES : INGENIERIE LOGICIELLE-RESEAU ET SECURITE |
| *Fonction* | **Chef de projet / ingénieur système** |
| *Missions* | * Gestion du déploiement de Microsoft System Center sur les infrastructures Afriland First BANK et ADDAX Petroleum composées de 38 sites, 35 serveurs physiques, 16 serveurs virtuels, 150 équipements, 800 utilisateurs et présentes dans 6 pays.
* Réseau client et environnement PC stabilisés, étendus et protégés. Construit de nouveaux serveurs de fichiers pour optimiser l'hébergement Web, les serveurs de terminaux, le partage de fichiers / impression et les performances de contrôle de domaine.
* Installation et déploiement d'Oracle Audit Vault pour sécuriser 4 bases de données MS SQL et 12 bases de données Oracle dans le centre de données de MTN Cameroun (Société de télécommunications).
* Résolution d'un problème d'échec réseau problématique en résolvant les connexions LAN / WAN entre plusieurs magasins pour une chaîne de vente au détail régionale.
* Proposer des solutions techniques innovantes pour permettre aux programmes de se dérouler dans les délais et dans les limites du budget; créer des calendriers en veillant à ce que les projets soient terminés dans les délais et en conformité avec la portée.
* Remplacement du réseau vulnérable du fabricant principal par une sécurité renforcée via une architecture commune de pare-feu et DHCP.
* Expert en la matière sur Microsoft System Center, Cloud privé et Licences pour le groupe SOCITECH.
 |

|  |  |
| --- | --- |
| MINISTERE DE L’ENSEIGNEMENT SUPERIEUR *Juillet 2015 à Novembre 2015* | domaine d’activite : GED |
| *Fonction* | Expert réseau  |
| *Contexte/Projet* | Développement d’une solution logicielle pour la dématérialisation des documents au MINESUP |
| *Nombre De Personnes* | 05 |
| *Missions* | * Audit processus de gestion des archives
* Maintenance équipements
* maintenance de la solution déployée
 |
| *Environnement Technique* | Suivi : Redmine |

|  |  |
| --- | --- |
| UNIVERSITÉ DE BUEA, 2013 - PRÉSENT | DOMAINE D’ACTIVITES : CYBER SECURITE-RESEAU / AUDIT |
| *Fonction* | **Consultant IT / Conférencier PT/Expert réseau**  |
| *Nombre de personnes* |  |
| *Missions* | * Préparer le matériel de formation -, planifier, organiser et dispenser des cours spécialisés en cyber sécurité.
* Servir au sein du comité du corps professoral et préparer le programme d'études pour les programmes techniques axés sur l'industrie réseau ;
* impliqué dans plusieurs projets impliquant des déploiements de nouveaux produits et des processus de renouvellement de contrat.
* Fournir un soutien concret à la haute direction pour la préparation d'appels d'offres techniques et des technologies Microsoft liées aux offres (Server 2012, System Center 2012 R2, SharePoint).
* Amélioration de la disponibilité et de la maintenance du serveur en apportant plusieurs améliorations aux scripts, programmes et documentation existants, facilitant ainsi la gestion des hôtes. Ce faisant, les serveurs de l'institution ont maintenu des niveaux de disponibilité supérieurs à 99%.
* Mise en œuvre du logiciel de surveillance Arcsight Network dans le réseau universitaire.
* Conception de la migration d'infrastructure supervisée de Server 2003 à 2012.
* Phase de validation de principe dirigée et supervisée pour le déploiement de Cloud privé avec OPENSTACK.
 |

|  |  |
| --- | --- |
| MICROSOFT, DOUALA, CAMEROUN 2013 - 2014 | DOMAINE D’ACTIVITES : CYBER SECURITE-RESEAU  |
| *Fonction* | **Chef de projet**  |
| *Nombre de personnes* | 20 |
| *Missions* | * Projets informatiques gérés liés à la communauté de développeurs Microsoft à travers le pays.
* Veiller à ce que la communauté se conforme aux règles de sécurité et procédures de Microsoft.
* Favoriser de bonnes relations de travail avec les parties prenantes (étudiants, universités et développeurs locaux).
* Aider à l’élaboration de l’orientation stratégique, les objectifs de l’État membre pour la communauté sont atteints.
* Expérimenter avec le serveur VMWare et créer des machines virtuelles avec Solaris 10, Windows Vista et CentOS V5.
* Créer plusieurs applications prenant en charge les plates-formes mobiles et de bureau.
* Développer des scripts en Perl et en shell pour obtenir des informations sur le serveur via des tunnels SSH et pour écrire des informations sur le serveur dans une base de données MySQL prise en charge par leur système Asset Management.
* Installation et maintenance de diverses installations de réseau, y compris DNS (Domain Name Service), système de fichiers réseau (NFS), etc.
* Trier les problèmes complexes liés aux pannes matérielles et réseau
* Surveiller les erreurs matérielles et logicielles et les mis à jour régulièrement pour maintenir un fonctionnement et une circulation corrects de l'information.
* Formation technique, coaching et monitoring pour les applications et les aspects liés à la cyber sécurité.
 |

|  |  |
| --- | --- |
| ADCOME IT ACADEMY2009 – 2012 | DOMAINE D’ACTIVITES : FORMATION –INSTALLATION -RESEAU-CYBER SECURITE |
| *Fonction* | **Directeur / instructeur**  |
| *Missions* | * Diriger et superviser plus de 100 écoles professionnelles pour les élèves de 12e année et plus sur les cours de **réseau** **bases de données Oracle, cyber sécurité et cyber terrorisme, technologies Microsoft, conception graphique et gestion de projets, programmation.**
* Gérer le développement et l'évaluation du programme, le curriculum et l'enseignement, la formation des enseignants et les responsabilités du district.
* Encouragé la participation des étudiants; les plans de cours et les stratégies de présentation ont été bien préparés, offrant un environnement d’apprentissage optimal et du matériel didactique à jour. .
* Enseigner aux étudiants les cours suivants: **bases de données Oracle, cyber sécurité et cyber terrorisme, technologies Microsoft, conception graphique et gestion de projets, programmation, réseautique.**
* Mettre en œuvre un programme d'éducation alternative;
 |

**Attestation**

Je soussigné, Brian Nnoundoh Mpafe, certifie en toute conscience que les renseignements ci-dessus rendent fidèlement compte de ma situation, de mes qualifications et de mon expérience.

|  |
| --- |
| **Brian Nnoundoh Mpafe,** |
| **08 Mars 2021** |
|  |

**ATTESTATION DE DISPONIBILITE**

Je soussigné **Brian Nnoundoh Mpafe** consultant expert en audit des SI Ingénieur informaticien pour le compte de l’entreprise AFREETECH CAMEROON, certifie par la présente attestation, mon entière disponibilité dans le cadre du projet l’Appel d’OffresN°\_S2/43/001\_/AONO/MINFOPRA/CIPM/2021 du 01 fév. 2021 relatif à l’assistance à la maitrise d’ouvrage pour la conception, le développement et la mise en service du nouveau système informatique de gestion intégrée des personnels de l’Etat et de la solde (SIGIPES 2) propre de l’état du Cameroun ; durant toute la durée du projet.

La présente attestation est produite pour servir et valoir ce que de droit.

**Brian Nnoundoh Mpafe**

**08 Mars 2021**